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Decision

In this document we propose contents for Chapter 6.x (“Study Areas”) and Chapter 7 (“Agreements”) of the TR R3.012 on the Shared Network support in connected mode (V0.0.1).

· For Chapter 6, the proposed contents provides a comparison between the solutions discussed in RAN3 on network sharing, and is based on contribution R3-020147 submitted to RAN3#26.
· For Chapter 7, we propose to include the agreement to select the SAG solution as the solution to support shared networks in connected mode.  The reasoning to include this agreement is based on the conclusions that can be drawn for the comparison:

It can be concluded that the SAG solution has the best signalling efficiency  and scalability characteristics,  and is the most efficient w.r.t. operation and maintenance activities. With proper advance planning of the SNAs, the same can be said for the SNA based solution.  The drawback of the both SAG and SNA based solution is that new identifiers have to be defined. 

The LA based solution does not have this drawback as it uses the existing LA identifier. However, due to the binding between the access rights logic and objects primarily used to administrate and operate the network from a traffic/node relationship point of view, this solution is not suited for networks that should scale. For a solution to scale it is important that changes in one part do not ripple through to other parts.

Furthermore, when introducing NRR for connected mode in GSM as discussed, the SAG and SNA based solution have the least impact of existing GSM networks.
6.6   Comparision

6.6.1 Standards impact

In principle there is no difference in standards impact between the different solutions. All solutions require changes to RANAP (25.413), RNSAP (25.423), and 25.401 (Introduction of concepts).  As the LA based solution is using existing identifiers, one could regard the LA based solution as having the least standards impact. 

6.6.2 Signalling efficiency

In the SAG solution, the additional information exchanged over the Iu interface is always one bitstring of fixed length (proposed 32).  For the Iur interface, the additional information exchanged is always one bitstring of fixed length (proposed 32) per neighbouring cell for which access restrictions apply. 

For the LA based solution, the additional information exchanged over the Iu interface scales with the number of LAs involved (LAs from all PLMNs of the sharing operators, i.e. all PLMNs that can be reached over Iur). Taking into account 2G systems where LAs are already assigned (and very difficult or even impossible to reassign), it will also be very difficult to gather the LAs in value ranges. This may lead to potentially long messages over the Iu.  For the Iur inferface, no additional information is exchanged.

For the SNA based solution, the additional information exchanged over the Iu interface scales with the number of Shared Network Areas that are defined. However, the SNA is a new identification, groups LAs together, and thus allocations can be optimimized for network sharing, without taking other considerations into account. For the Iur interface, if SNAs cannot overlap each other, the additional information exchanged is always one INTEGER per neighbouring cell for which access restrictions apply. 

6.6.3 Identification

LA based solution
As mentioned in Section 6.6.1, the standards impact is the least because of the re-use of existing identifiers (i.e. LAC).

However, in general, it is not good practice to give identifiers an additional functional meaning.  An identifier is an identifier of the object it identifies, and shouldn't carry a lot of information that it was never intended to carry. E.g. imagine a LA based solution in which a third operator joins/leaves the shared UTRAN. In order to change the access rights of areas, the used LA-id’s might need to be changed. This will typically have considerable consequences.

Use of LA-ranges might also have some unforeseen consequences. E.g.

· the LAC is a 16 bit identifier;

· assume we have a country with 5 cooperating UTRAN operators;

· since we want to limit LA-id re-assignments to the minimum, it is important to define an LA-id range scheme which will not need to be changed often. As a result, the scheme should take into account any likely access restriction, which might happen in the near future.

· if we take operator x (one of the 5), he would have to establish a general scheme in which all possible access right combinations are covered by an LA-id range. I.e.

0 – 256:
access is allowed for UE’s from all operators

256 – 512: access is allowed for UE’s from operators 1,2,3 and 4.

513 – 768: access is allowed for UE’s from operators 1, 2,3 and 5

…..

This will lead to quite a fragmented LA-id allocation and limited LA-id availability (based on the required access rights). Note that when an operator has the same MNC for both his UMTS and GSM networks, this already limits the availability of LA-id’s.


SAG and SNA based solution
In these solutions no existing identifiers are re-used. This enables a flexible access restriction handling without impacting existing concepts like SA or LA.

6.6.4 Operations And Maintenance (OAM) aspects


Two aspects are relevant when discussing  OAM aspects:

1) OAM capability: what should be configurable for an operator

2) OAM impact: when likely scenarios happen, how much reconfiguration operations would an operator have to perform.
OAM capability:

SAG based solution
In this solution, it should be possible to configure the SAG access information in the UTRAN per cell (for cells which have different access rights for different users), and the SAG-member information mapping tables in every MSC/SGSN.

LA based solution
In this solution, it should be possible to configure the UE(LA-restriction mapping tables in every MSC/SGSN. 

SNA based solution
In this solution, it should be possible to configure the SNA information in the UTRAN per cell (for cells which have different access rights for different users), and the UE(SNA-restriction mapping tables in every MSC/SGSN.

For these solutions, SA5 might want to standardise certain aspects. On the otherhand it is our understanding that in general SA5 recognises the fact that it should to some extend be left to manufacturers what OAM data that is hardcoded, set by an algorithm etc.

I.e. the standard should not prevent a manufacturer to simplify the interface to the operator technician.

OAM Impact
The tables below provide an overview on the OAM actions that need to be taken in a few typical scenarios, for every proposed solution:

Scenario
SAG-based OAM Actions
Where

Add new cell in existing LA
-      No access right related action in 

        UTRAN (Note 1)
N/A

Change access right for a cell
· Update SAG access configuation

· Move cell to another LA
RAN

Change access rights for all cells in an LA
· Update SAG access configuration
RAN

3rd operator joins shared network
· Define new SAG’s, 

· Update SAG member mapping tables

· Update SAG access configuration
RAN and multiple CNs

Note 1:
As indicated in Section 6.3 it is proposed to signal the SAG-access information per cell. This is because most/all radio attributes are signalled on cell level. Since the SAG-access information will be identical for all cells in an LA, the information only needs to be configured once per LA/DRNC.

Scenario
LA-based OAM Actions
Where

Add new cell in existing LA
-   No access right related action in 

    UTRAN
N/A

Change access right for a cell
· Move cell to another LA, or

· Define new LA for cell

· Take all necessary actions for new LA-Id change (Note 1)
RAN and/or multiple CNs

Change access rights for all cells in an LA
· Allocate new LA-Id

· Take all necessary actions related to LA-Id change (Note 1)
RAN and multiple CNs

3rd operator joins shared network
· Potentially extensive re-allocation of LA-Id’s

· Splitting of existing LA’s if access right differentiation is required

· Take all necessary actions related to LA-Id change (Note 1)

· Update MSC/SGSN mapping tables
RAN and multiple CNs

Note 1: 
In general changing LA-Id’s may have a lot of consequences (See Section 6.6.5).
Scenario
SNA-based OAM Actions
Where

Add new cell in existing LA
-   No access right related action in 

    UTRAN(Note 1)
N/A

Change access right for a cell
· Move cell to another SNA, or

· Define new SNA for cell

· Move cell to another LA
RAN and/or multiple CNs

Change access rights for all cells in an LA
· Assign new SNA id to LA
RAN

3rd operator joins shared network
· Define new SNAs 

· Update SNA mapping tables

· Update SNA configuration
RAN and multiple CNs

Note 1:
As indicated in Section 6.5 it is proposed to signal the SNA information per cell. This is because most/all radio attributes are signalled on cell level. Since the SNA  information will be identical for all cells in an LA, the information only needs to be configured once per LA/DRNC.

6.6.5 Mobility to GSM


For the mobility to GSM, in case of handovers the UTRAN might be in a position to choose between different GSM cells, possibly from different PLMN’s.  In this case the selection might not only be required to be performed on PLMN level, but possibly also on a lower level like LA. 

Already when implementing Nation Roaming Restrictions (NRR) in current GSM networks, different access rights can be supported for different LA’s in a PLMN. Allthough todays implementations will typically only impact Idle mode mobility, it is expected that this is insufficient in the (near) future. In current GSM networks, due to the limited average duration of connections, only applying NRR in Idle mode will ensure that by far the largest part of the resources in a cell will only be used by MS’s which do not have an NRR in the concerning cell. Note, in some cases NRR may also apply when GPRS connected.

With the advance of the always connected paradigm and services like video streaming, it can be expected that the average duration of the connection will increase. Due to this increase, only limiting mobility in Idle mode might not lead to the desired resource restrictions since a UE in connected mode might move quite long/far into an NRR area. Therefor it is expected that NRR should also be applied in connected mode.

LA based solution
In order to use an LA-range solution, the LA-Id of many LA’s in existing GSM infrastructure might have to be re-allocated. This could take several months of configuration work for the GSM networks.-The LA is also one of the most stable identifier in the networks today and as such it is used for many purposes: Emergency call routing, Trend statistics, call routing, localised charging, alarm management, localised services (e.g. yellow pages) …. .  These functions all are likely to have ties to the LA identifiers. Introducing frequent and/or global changes to these identifies will cause undesirable side effects in the operation of networks. 
SAG and SNA based solution
Independent of the LA-Id’s used in the GSM networks, by configuring the correct SAG-access information/SNA identifiers any access restriction solution for the UMTS(GSM  handover can be provided without any impact on the existing GSM networks.

6.6.6 Scalability

As can be identified from the OAM aspects (Section 6.6.4), for the LA solution the typical scenarios require OAM actions to be taken at the RAN and all involved CNs (i.e. all CNs of sharing operators and neighbouring CNs). This is especially true considering the practical restrictions of re-ordering the LA-ids into LAC ranges: a change of one LA will ripple through to all CNs.  The introduction of the LA solution for network sharing will be increase in complexity with the size of the combined networks.

7   Agreements

The following conclusions were agreed:

1. To select the SAG solution as described in Section 6 as the solution of shared network support in connected mode. 
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